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Il laboratorio 4 consiste nello sviluppo di un KeyRing per conservare chiavi crittografiche. Il KeyRing deve essere disponibile in due versioni: una privata, l’altra pubblica.

# Dettagli implementativi

Per la realizzazione del KeyRing nelle due versioni, sono state implementate:

* La classe astratta **KeyRing**, che implementa i metodi:
* **public** Key getKey(String alias) **throws** Exception: metodo che restituisce la Key associata all’alias, se presente nel KeyRing. Se nel KeyRing non è presente un record avente l’alias passato come input al metodo, viene innalzata una eccezione;
* **public** **void** setKey(String alias, Key key, String keyType): metodo per inserire una Key all’interno del KeyRing. Se nel KeyRing è già presente una Key con lo stesso alias, viene sostituita dalla nuova chiave;
* **private** Record findRecord(String alias): metodo di comodo, utilizzato da getKey(String alias) e setKey(String alias, Key key, String keyType), per cercare all’interno del KeyRing il record avente l’alias passato come input;
* La classe **Record**, innestata alla classe **KeyRing**, i cui attributi sono:
* **private** String alias;
* **private** **byte**[] encodedKey;
* **private** String keyType: attributo che indica il tipo di chiave memorizzata nel record, nella forma **Algorithm/Format** (e.g. RSA/X.509).

Per ciascun attributo è stato implementato il metodo getNomeAttributo().

* La classe concreta **PrivateKeyRing** (singleton), figlia di **KeyRing**, che implementa i metodi:
* **public** **void** load(InputStream is, **char**[] password) **throws** GeneralSecurityException, IOException, ClassNotFoundException: metodo che permette di caricare il KeyRing privato da file, sfruttando lo stream passato come parametro di ingresso. La password, passata come input, viene utilizzata per generare la SecretKey necessaria alla decifratura del KeyRing privato letto dallo stream;
* **public** **void** store(OutputStream os, **char**[] password) **throws** GeneralSecurityException, IOException: metodo che permette di memorizzare il KeyRing privato su file, sfruttando lo stream passato come parametro di ingresso. La password, passata come input, viene utilizzata per generare la SecretKey necessaria alla cifratura del KeyRing privato che, successivamente, viene salvato sul file;
* La classe concreta **PublicKeyRing** (singleton), figlia di **KeyRing**, che implementa i metodi:
* **public** **void** load(InputStream is) **throws** IOException, ClassNotFoundException: metodo che permette di caricare il KeyRing pubblico da file, sfruttando lo stream passato come parametro di ingresso;
* **public** **void** store(OutputStream os) **throws** IOException: metodo che permette di memorizzare il KeyRing pubblico su file, sfruttando lo stream passato come parametro di ingresso.

La struttura dati utilizzata per la realizzazione del KeyRing è un **ArrayList<Record>**.